The wireless keypad is used to arm / disarm the
system by using a four digit access code
authentication. Users may assign different PIN
codes to identify and allow control by members
of the family. The keypad also incorporates a
panic function for emergency use and an
anti-tamper protection feature that will
immediately initiate a full alarm condition when
anyone attempts to open its casing. Its great
compatibility with the U-Net product family
makes it suitable for smart home cloud based
platforms.

\ =N

Main Features

Set mode: arm / disarm / part-arm 1 / part-arm 2

User defned 4-digit access code

Back light illumination

Panic alert combination

e Wireless two-ways communication

e Auto-pair to the gateway

e Self lock for 30 seconds after 3 times incorrect
key input

e Tamper alert protection

e Reports status to the gateway every hour

Smarter, Safer, Greener



Brief Product Specifications

Operating Frequency 868 MHz Battery type 1.5V alkaline AA x 3

RF range (open space) >200m Operation temperature -10 - 40°c

RF protocol U-Net 3.0 Operating humidity 85% RH max

User interface 14 x Keys, 1 x Tamper switch, Dimension (mm) 90(W) x 31(D) x 87(H)
1xLED, 1 x Reset jumper Weight 126g, including batteries
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